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Welcome to the Privacy Zone for SHARE users. 

This Privacy Zone for SHARE users’ presentation, is brought to you by the SHARE 

Program, Nova Scotia Department of Health – Responsible for the vision and 

ongoing evolution of SHARE.  

And, Health Information Technology Services Nova Scotia – responsible for the 

ongoing operations of the SHARE system. 



Let us start out by answering the question – What is Privacy Zone? 



The learning objectives for this program are, that on completion of the Privacy Zone 

course, the learner will understand:

• The main privacy principles of SHARE

• Why the patient’s right to privacy is important and how it is governed

• What personal information and personal health information mean

• What authorized access and privacy breach mean

• How to protect against a privacy breach



We will begin the program with Principles and Definitions.
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There are 3 main principles that govern all of your activities on the SHARE system. 



7

What does the term Privacy mean?
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Next, let us look at Confidentiality. 



Next, we will examine the patient’s right to Privacy. 
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Every patient has a number of basic rights. 
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Why the right to privacy is important.

You are required by law and policies in facilities or organizations and shares to 

protect the patient’s right to privacy. 
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These are some of the governing laws, policies and agreements. 



Next, we will examine personal information and personal health information (PHI).
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To do this, we need to understand what Personal Information and Personal Health 

Information mean.
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Answer: False.  Access or print information only when you are in a secure, non-

public location. 
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Answer: True.
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Answer: False. Don’t look unless you are authorized to do so.  Access to patient 

information doesn’t mean you are authorized to view it. Access patient information 

because you need it to perform your job. 
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Answer: Confidentiality. Confidentiality is the obligation to preserve the secrecy of 

another person’s personal information. 
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Answer: False. Use your access to electronic information in SHARE responsibly. 

Don’t share your passwords with anyone – you are responsible if you disclose your 

username and password and a privacy breach results. 
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Answer: True.  Personal information about an “identifiable individual” includes the 

patient health card number.
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Answer: True. Patients have a right to request and audit of access to their on 

information and see who has accessed it. 
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Answer: Privacy. Privacy is the right of an individual to control who has access to 

his or her personal information. 
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Answer: All of the Above. 
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Answer: Looking up a co-worker’s health information on SHARE to see how she is 

doing and looking up your children’s health records on SHARE are both considered 

privacy breaches. 
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